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11.

Answer ALL questions.
PART A — (10 x 2 = 20 marks)

Define computer security.

What is meant by hybrid policies?

What is interchange keys?
'Define cipher Techniques.

What is meant by Representing Identity?
Define information flow.

What is malicious logic?

Define intrusion detection.

What is meant By system security?

Define program security.

PART B — (5 x 16 = 80 marks)

(a) Describe about the computer security and access control matrix.

Or
(b) Discuss in detail the confidentiality policies and integrity policies.
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Describe in detail about the session and interchange keys.

Or
Explain the storing and digital signatures.

Explain the design principles and representing identity. -

Or

Discuss the Access control mechanisms and confinement problem.
Explain the Malicious logic and Vulnerability analysis.
"Or

Discuss in detail about the auditing and intrusion detection.

What is network security? Explain about the network security and
system security.

Or

Define user security. Explain about the user security and program
security.
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